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Abstract 

The development of Information Technology (IT) is currently growing so rapidly. 

So that the information system has penetrated almost every field of everyday life. 

There are several types of technology that are usually used by companies, especially 

to support the human resource management section in managing information in 

companies and one of them is by implementing technology from an information 

system regarding attendance. The role of IT in organizational operational processes, 

the Cooperative Industry and Trade office uses a fingerprint record system for taking 

attendance. The attendance-taking tool has a sophisticated electronic system that 

only reads the fingerprint patterns of each employee. With this fingerprint 

attendance, employees can be motivated to arrive early because fingerprint 

attendance cannot manipulate employee attendance in the office. This study uses the 

COBIT 4.1 method which focuses on the DS (Delivery and Support), and ME 

(Monitor and Evaluate) domains. By calculating the maturity level, the DS value of 

4.58 is obtained at level 5, namely Optimized Level, which means that agencies have 

implemented information technology very well and agencies need to maintain 

system stability so that it continues to develop, while the ME calculated on a scale of 

3.99 is at the level 4, namely managed level, which means that security in the system 

is quite good and only needs to be evaluated so that the vision and mission of the 

agency are achieved. 
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INTRODUCTION 

The development of Information 

Technology (IT) is currently growing so 

fast. So that the Information System (IS) 

has penetrated almost every area of 

everyday life. Almost all companies, 

institutions, and organizations today have 

used technology to carry out their business 

processes [1]. In general, business actors 

use information technology to support 

every work operational activity within the 

company so that it can run optimally. In 

addition, this is done so that each job can 

be done quickly and efficiently. In the end, 

it will also impact improvements related to 

the productivity and performance of 

employees working at the company. 

There are several types of technology that 

are usually used by companies, especially 

to support the human resource 

management section in managing 

information at the company and one of 

them is by implementing technology from 

an information system regarding 

attendance [2]. Absence is an important 

part of the company, as information related 

to employee attendance, and the use of 

time according to company operational 

standard rules can be known from the time 

of attendance. So, in principle, the 

attendance system can help management to 

monitor the condition of employees in 

carrying out their work so that the 

company can maximize employee 

performance to achieve the goals that are 

the company's goals [3]. One of the 

functions of human resource management 

is discipline. Discipline is the most 

important function in human resource 

management because the better the 

employee discipline, the higher the work 

performance that can be achieved. Without 

 

good work discipline, it is difficult for 

corporate organizations to achieve optimal 

results [4]. 

The rapid development of IT in 

assisting companies or institutions must be 

balanced with an evaluation or audit of 

information systems on the use of IT, to 

minimize risks and losses to the 

company/organization, use of IT as a 

support in achieving the vision and 

mission of the organization/company. 

Thus, an effective and efficient monitoring 

and evaluation system is needed[5]. An 

information system audit is needed to 

maintain the security of information 

systems as an organizational asset, and to 

maintain the integrity of information 

stored and managed to increase the 

effectiveness of IT use and support 

efficiency within the 

organization/company [6]. 

The information system audit functions 

to ensure that the company's information 

systems security information assets, use 

the system effectively and efficiently, and 

maintain integrity [7]. In a previous study 

conducted by Tukino on attendance 

information system audits at PT Multi 

Engineering Perkasa, the Attendance 

Information System was audited under 

COBIT 4.1, focusing on all sub-sectors of 

the ME domain. Research is needed 

because it has attendance problems, and 

the company has never audited an 

attendance information system. Based on 

the information analysis results on the 

information system's maturity level, using 

the processes contained in the ME1 sub- 

sector which has a rounded value of up to 

3, and the ME2 sub-sector which has a 

rounded value. 3, the ME3 subsystem has 

rounded values of 3, and the ME4 
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subsystem has 3 rounded values. IT 

maturity level 3 [8]. The Solok City Office 

of Cooperatives, Industry, Trade, Markets, 

and Industry is an element of 

implementing government affairs in the 

field of industry and trade which is the 

authority of the region, meaning that they 

have the task of assisting the regent or 

regional head in carrying out regional 

affairs. The KOPERINDAG service has 

used the role of IT in organizational 

operational processes, and the 

KOPERINDAG service in Solok city has 

used a fingerprint information system. The 

fingerprint device has a sophisticated 

electronic system only fingerprinting the 

thumbs of each employee, also with 

fingerprint attendance employees can be 

motivated to come not late and be more 

diligent in coming to the office because 

fingerprint attendance cannot manipulate 

employee presence in the office [9]. 

The use of supporting information 

systems in supporting services at the Solok 

City KOPERINDAG Service requires 

good system management to support the 

user service process. Therefore, an 

evaluation or assessment of the application 

of technology in the company is carried 

out, and an information system audit is 

carried out with the aim of knowing the 

extent to which the performance of IS/IT, 

the company's human resources is carried 

out, and to determine the maturity level of 

the use of IT in the company so that the 

use of information technology in the 

company can play a significant role. 

maximum [10]. 

This study uses Control Objective for 

Information and related Technology 

(COBIT) 4.1 instead of COBIT 5 because 

the application of the maturity level still 

 

uses the Capability Maturity Level instead 

of the Process Maturity Level in COBIT 5 

so the use of COBIT 4.1 is more optimal 

than COBIT 5 and is a representative 

framework and covers all issues of 

planning, implementing, operating and 

monitoring the process of running all of 

the company's business processes[11] [12]. 

COBIT version 4.1 was released in 2007. 

COBIT was developed by the IT 

Governance Institute (ITGI) in 

collaboration with experts from various 

fields of industry, academia, government, 

and IT security and control. The research 

is carried out in-depth by studying from 

various sources to work together to 

produce the best ideas to create technical 

and professional standards. The COBIT 

4.1 framework divides information 

technology processes into 4 domains, 

namely Plan and Organize (PO), Acquire 

and Implement (AI), Deliver and Support 

(DS), and Monitor and Evaluate (ME) with 

a total of 34 processes in it [8]. The reason 

for choosing this framework is because 

COBIT 4.1 completely covers all aspects 

of the enterprise. The processing industry 

discusses strategies and controls so that the 

use of IT management is in line with 

business goals. Information System (IT)/IT 

Audit is the stage of gathering evidence to 

assess whether an information system can 

protect the assets of an existing 

information technology company that has 

maintained data integrity so that both can 

effectively achieve business goals [3]. 

Currently, service in improving the 

discipline of official employees has used a 

fingerprint information system 

(fingerprint). A fingerprint is an 

attendance machine that uses fingerprints, 

but everyone's fingerprints are not the 
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same, so they cannot be manipulated with 

this automatic machine. The process used 

to generate reports can be done quickly 

and accurately. The purpose of this study 

was to determine the quality of the 

application of fingerprint information 

systems to employee discipline. 

 

RESEARCH METHODS 

The stages of this research explain the 

steps in conducting system analysis in the 

form of recording data and collecting 

several reports that need to be used as 

guidelines in conducting research. The 

stages of this research explain the steps in 

conducting system analysis in the form of 

recording data and collecting several 

reports that need to be used as guidelines 

in conducting research. From the 

calculations that have been carried out, it 

will be implemented using the PHP 

programming language and MySQL 

database as an aid in conducting an audit 

of the implementation of the fingerprint 

information system. 

 

RESULTS AND DISCUSSION 

This stage describes the results and 

discussion of all the stages that have been 

carried out on the application that has 

been tested. This is done in order to 

produce conclusions. The use of this 

system analysis is as a tool to measure 

and determine the maturity level of 

information technology that has been 

running in accordance with the 

performance of the system which is 

analyzed using the COBIT 4.1 domain, 

namely Delivery and Support (DS) and 

Monitoring and Evaluate (ME). 

 

The results of the index calculation 

used aim to determine the maturity level 

value in the DS domain. The calculation 

results can be seen in Table 1: 
 

P TP JR TP * 

JR 
JNJ Index 

DS1 1 37 37 161 4.35 

DS2 1 37 37 174 4.70 

DS3 1 37 37 173 4.67 

DS4 1 37 37 174 4.70 

DS5 1 37 37 169 4.56 

DS7 1 37 37 171 4.62 

DS8 1 37 37 168 4.54 

DS10 1 37 37 170 4.59 

DS11 1 37 37 170 4.59 

DS13 1 37 37 165 4.45 

Table 1. DS Calculations 

To evaluate the level of maturity, the 

authors designed a calculation system that 

can assist in decision-making. In 

designing this model, the Unified 

Modeling Language (UML) will be used 

to design an information system audit 

model. Use Case Diagram. 

Implementation in this study is the stage 

of using the system so that it can be 

operated. The implementation aims to 

confirm the test on this questionnaire 

calculation system so that the results of 

this calculation can provide information 

about the information system audit being 

studied so that if there are deficiencies, 

further development can be carried out by 

the auditor. 
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Figure 2. Calculation Report 

This view will display a report on the 

calculation results from the GAP 

calculation process and the 

recommendation. 

 
CONCLUSION 

From the results of research conducted 

regarding the maturity level of the 

fingerprint information system technology 

used, it can be concluded that using the 

implemented COBIT 4.1 method can 

assist users in rationally auditing 

fingerprint information systems. Then 

focusing on the initial domains that have 

been defined, namely the DS and ME 

domains, where these two domains have a 

different focus on each process, the DS 

domain parts used are DS1, DS2, DS3, 

DS4, DS5, DS7, DS8, DS10, The DS11, 

 

DS13 and ME domains used are ME1 and 

ME3. 3. In the calculation process that has 

been carried out, the value of each 

specified index is obtained, the researcher 

gets a maturity level value in the DS 

domain on a scale of 4.58, this value is in 

the range of level 5, namely Optimized 

Level, which means that agencies have 

implemented information technology with 

very good and agencies need to maintain 

system stability so that it continues to 

grow, whereas with the ME calculation 

results on a scale of 3.99 this value is in 

the range of level 4, namely the managed 

level, which means that the security of the 

system is good enough and only needs to 

be evaluated so that the vision and 

mission of the agency are achieved. 
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